Ethical Audit

The key issues of concern in constructing a web application platform is the necessary privacy issues, which is required to be running in the background at all times to ensure a safe and secure process. The application itself will handle large quantities of data ranging from consumer details, which includes personal identifiable information such as name, addresses and contact information, as well as administration rights and access levels. In order to uphold and maintain the security of this data, we as a group must ensure we respect and contribute to the ethical objectives. This consists of performing work with due diligence and responsibility.

Furthermore, confirming that any work will not be associated with minors and vulnerable adults to meet the basic rights, this would lead on to encrypting any information which is handled or stored that is sensitive. In order to achieve this, we will safeguard usernames and passwords to reduce the likelihood of breaches and unauthorised access. In addition, we will retain information no longer than It is needed, and dispose of it in a safe manner. Additionally, users will be able to choose whether they would like their details to be shared amongst 3rd party companies. Based on this decision we must and will abide by the user’s selected choice.